
EU security Union Strategy 
(‘importance to enhance the 
EUs framework for AML and 

CFT) (July 2020) 

Digital Finance Strategy 
(‘establish a sound legal 

framework for interoperable 
use of digital ID solutions’) 

(Sept 2020)

FATF recommendations 
(October 2020)

Highlighted regulatory 
motivations & influences  

Influence
content

AML regulation

A new EU AML/CFT authority (AMLA)

AML6 Directive (‘mechanisms to be put in 
place by Member States’)

Revision regulation transfer of funds for 
crypto-assets

New regulation 

  Implementation of pillar 2, contributing to pillar 6

• List of obliged entities in scope is expanded (a.o. crypto asset 
service providers, crowdfunding platforms, residence scheme 
operators)

• Risk-based approach third countries introduced next to FATF 
assessment

• Red-flags for suspicious transactions are clarified, AMLA creates 
common template for reporting

• Policy requirements and compliance function requirements are 
clarified

• More granular CDD measures, with clearer requirements according 
to risk level and RTS incl. standard data set for CDD, and CDD 
Measures for lower risk

• Requirements for processing of certain categories of personal data 
are introduced, incl. shorter retention limit for personal data (in line 
with EU data protection rules)

• Harmonised rules to clarify type of information needed to identify 
UBOs

• Requirements on UBO disclosure for nominees and for non-EU 
entities that have a link with EU and for nominees

• Prohibition of bearer shares that are not intermediate
• EU wide limit of EUR 10.000 to large cash payments
• Definition PEP changes, member states to provide categories of 

PEPs, and PEPs require enhanced CDD on a risk-based approach
• Specifies conditions for CDD reliance and outsourcing of functions 

to third parties
• Conditions for use of electronic identification means as set in eIDAS 

are clarified (e.g., for cases where remote customer onboarding is 
performed)

eIDAS regulation in relation to framework for a European Digital Identity Directive on combating money laundering through criminal law 
(implementation since June 2021)

Activities covered in MiCA (part of EU digital finance package)

Source:
• INNOPAY analysis
• European Commission
https://ec.europa.eu/info/publications/210720-anti-money-laundering-countering-financing-terrorism_en  

New authority, in addition to national supervisors and FIUs. Start 2023, start activities in 2024 and start supervision with full resourcing 2026 

  Implementation of pillar 3,4

• Replaces national supervisors as a supervisor for selected obliged entities in financial sector entities in the highest risk category
• Indirect supervision of non-selected obliged entities and non-financial obliged entities 
• Periodic reviews of financial supervisors
• Coordinate peer-reviews of supervisory standards and practices for SRBs
• Facilitate cooperation FIUs 
• Tasked to adopt and implement regulatory technical standards (RTS)

• Standard data sets for identification
• Clarification of reliable and independent sources of information
• List of CDD attributes to be collected
• Simplified CDD measures that apply for lower risk 
• Higher risk obliged entities, sectors or transactions
• Criteria to identify linked transactions
• Risk variables for conducting CDD
• Criteria for identification of PEPs and level of risk associated with particular categories of PEPs
• Data exchange formats for FIUs
• Duties of home and host supervisors
• General conditions on supervisory colleges
• Characteristics of risk-based supervision
• Indicators to classify level of gravity of breaches

• Takes over management of two existing infrastructures
• AML/CFT database (currently managed by EBA)
• Secure communication network for FIUs

Replacing the existing Directive 2015/849 (4th AMLD, amended by 5th 
AMLD – 2018/843)

 Implementation of pillar 2, contributing to pillar 6

• New sectors brought into the scope (crypto asset service providers, 
currency exchange and cheque cashing offices, and trust or 
company service providers must be subject to either licensing or 
registration requirements; gambling service providers must be 
regulated) 

• A Commission Implementing Act on the format for submission of 
UBO information to registers

• Central registers or data retrieval systems must be kept up to date 
and provide for cross-border interconnection

• Powers for UBO registers to check information
• clarification of FIU power and tasks and the minimum set of 

information they should be able to access
• Framework for joint analyses for FIUs is laid down 
• Clarification of tasks and powers of supervisors
• Oversight of SRBs (self-regulatory bodies) by a public authority 
• Other administrative measures other than sanctions are clarified
• Cooperation with AMLA is added, financial supervisors report to 

AMLA on cooperation with other authorities 

Amendment to Regulation 2015/847, transfers of funds

 Implementation of pillar 2

• Extends scope to transfers of crypto-assets made by Crypto-
asset Service Providers (CASPs) and aims to reflect the FATF 
recommendation 15 on new technologies to cover ‘virtual assets’ 
and ‘virtual asset service providers’

• Full information about the sender and beneficiary of crypto 
transfers to be included by crypto-asset service providers with 
all transfers of virtual assets, just as payment service providers 
currently do for wire transfers (‘travel rule’) 

• CASP of originator to ensure that transfers of crypto-assets include 
name of the originator, address, official personal document number, 
customer identification number or data and place of birth, and the 
name of the beneficiary and beneficiary’s account number

• CASP of beneficiary to implement effective procedures to detect 
whether information is included

The single EU rule book (expected end 2025, incl RTS)

Highlighted regulatory alignments

Supervision, coordination  & RTS
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EU package of legislative proposals 
to strengthen EU AML/CFT rules (July 2021)

3. Bringing about EU-level AML/CFT supervision

2. Establishing a single EU rulebook on AML/CFT 

1. Ensuring effective implementation of existing EU AML/CFT framework

EU action plan for comprehensive policy on preventing 
money laundering and terrorism financing (May 2020), existing of 6 pillars:

4. Establishing a support and cooperation mechanism for FIUst

Currently being implementedRequire legislative action

6. Strengthening the international dimension of the EU AML/CFT framework 

5. Enforcing EU-level criminal law provision and information exchange


